
 
 

IMPORTANT – SCAM ALERT! 

Employers in neighboring states have reported a new scam to deceive them to either open a document, click on 
a link or reply to the email purportedly sent from The Division of Unemployment Assistance (DUA). The e-
mail has been sent disguised as important information from the New York Division of Unemployment 
Assistance, the Massachusetts Division of Unemployment Assistance, and the Tennessee Division of 
Unemployment Assistance.  

  

If you receive an e-mail from the domain “@detma.org”, do not reply to the message and do not click on the 
link in the message. This is an identity theft scam. ADOL does not request information on behalf of other states, 
nor do we request confidential information be sent over e-mail. The Alabama Department of Labor (ADOL) 
does not send e-mails that contain attachments. E-mails originating from ADOL will be from the domain 
“@labor.alabama.gov”.  If you are concerned you may be missing an important message from ADOL, please 
log in to your e-Gov account directly. 

 

Examples of the scam e-mails are below. Please be vigilant- if the e-mail looks like the images below, DO 
NOT OPEN OR RESPOND TO IT. If you believe your identity has been compromised, please contact 
local law enforcement and take steps to protect your identity and that of your employees. 
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